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Target Audience

This Application Note is intended for Eagle Eye Cloud VMS account administrators who are
responsible for the setup and configuration of the VMS, and seek to install and configure third-party
cameras.

Introduction

This document helps in understanding how to configure third-party ONVIF IPC (IP camera) brands for
integration with the Eagle Eye Cloud VMS. By following this guide, administrators can unlock the
functionalities of both the Eagle Eye Cloud VMS and the integrated third-party cameras, enhancing
their overall video surveillance capabilities. This guide illustrates how to configure the camera brands
supported by Eagle Eye Networks via ONVIF for integration with the Eagle Eye Security Camera
System. Please click on the brand of the camera that you want to install.

1. Avigilon IP Cameras

2. Axis Cameras

3. Geovision IP Cameras

4. Hanwha Q Series Cameras
5. Hikvision Cameras

6. iPro IP Cameras

7. Mobotix/MOVE Cameras
8. Pelco IP Cameras

9. Ubiquiti IP Cameras

10. Vivotek IP Cameras



Avigilon IP Cameras

Download the Avigilon Camera Configuration Tool from Avigilon's website, and connect your laptop to
the switch with the cameras. This should be the switch connected to the CamLAN port on your Eagle
Eye Bridge/CMVR.
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After you log in to all the cameras, the application window presents you with a list of all the
cameras that were automatically detected in the system.
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1. Menu bar — the camera settings tabs are displayed on the left, and the additional task menu is
available on the right.

2. Camera list — the list of discovered cameras and their related settings.

3. Implementation area — this displays the total number of discovered cameras, and the number of
cameras with pending setting changes. Changes are not implemented until you click Apply.


https://www.avigilon.com/

1. On the network tab, select Enable DHCP.
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2. In Image Settings, select H.264 Encoding.
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4. Under Setup -> General make sure the text overlay (OSD) is disabled.
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5. Under Network -> Make sure IP address was successfully obtained and that IPv6 is disabled.
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. Verify that the first stream is set to H.264, and the second stream is set to MJPEG.

. Reboot camera, navigate to Eagle Eye VMS, and add the camera to the Bridge/CMVR.
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Axis Cameras

Most Axis cameras’ default settings are compatible with the Eagle Eye Cloud VMS. The main

AXiSa,

functionality that needs to be set up for the camera to stream is ONVIF.

200

® New
&= pdministrator

Username

New password

Repzat password

Password strength: Blank. Type a password

User group

Administrator

If there are still issues, please try
adjusting the following camera settings: e
Ensure the camera is on a currently
supported firmware version by checking i
the Maintenance section under the

System tab and comparing with our

Camera Compatibility List.

Follow these steps to enable ONVIF functionality.

e Log into your camera, and under the System tab select
ONVIF.

e Inthe ONVIF section, create an ONVIF user. The
password cannot contain special characters; utilize the “-" or
the “_" if the camera requires special characters. Ensure the
profile has Administrator privileges and click Save. It is best if
the camera login credentials and the ONVIF login are identical.
If they are not the same, some features may not work properly.

e Inthe Eagle Eye Cloud VMS dashboard, type the
username and password for the ONVIF profile into the camera
settings.

“n

Camera Settings

Camera Retention Resolution Motion Analytics Location Metrics Maintenance

on: 24 hours v
Name:  Camera MName
Username Password
Time Zone: US/Eastern v

T8 addatag

Notes:



https://www.een.com/support/camera-compatibility-digital-ip/

Image = Stream Qverlay PTZ @ Privacy mask | Viewarea  Apps System

= i ] -
IE o0 - w @ R c)‘
Language Date and time Crientation Users ONVIF SNMP Detectors Maintenance Plain config
* g — g
= ® ) S o6 i
TCPRIP AVHS Security Storage I/ poris Events

Maintenance

If the camera needs to be updated, please follow Reset Firmware upgrada
the manufacturer's instructions. Eagle Eye Do s sfe st Restr B ———

Restore the factory values but keep ortffirmware

Networks is not authorized to update third-party tre 1P setings Restore —
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Upgrade type
®) Standard upgrade

Factory default
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+Stream Configuration:

The camera streams need to be configured with the correct encoding profile so the device is able to
stream. Resolution options are available based on camera support integration, so be sure to choose
from the resolutions available on the Dashboard rather than within the camera.

e Under the Stream tab, select

Stream Profiles. Image  Stream Overlay PTZ Privacymask Apps = System

e Create a new profile titled General H.264 encoding
Main Stream and select Stroam profies Zpsweam [Low v
H.264. Resolution | 20482048 (1-1) ¥ Dynamic FPS

e Under the General section, Framerats | 0 | [0.301(0=)ps Dynanic GOP
set the Frame Rate to 12 FPS. e o | PEmes [(31 | potoa
Click Create.

Create another profile titled

SubStream and select M-JPEG.

Under the General section, set the Frame Rate to 8FPS.
Click Create.



Advanced Settings:
In the System tab select Plain Config
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In this section,
disable the following options: Bonjour, IPV6, ZeroConf, UPnP

Plain config
Bonjour IPvE
To see the sffect of your changes, you might have to Enabled Accept router advertisements
refresh fhe webpage or restart the camera.
Frizndly nams=
Bandwidth
AXIS P1435-LE - ACCCBEDCFISE ZeroConf
BasicDevicelnfo
Brand Enabled
HTTPS UPnP
Image Enablad
ImageSource
Input
ioport Once these options are disabled, select Save and reboot the device.
Layout
Mechanics
Network >
Ouput
Properties

Configuring 2N Axis Cameras:
Supported Axis cameras:

e 2N Axis Base

e 2N Axis Solo

e 2N Axis Style

e 2N Axis Verso
The minimum firmware required for adding the cameras is: 2.38.0.50.3. Models not listed above
(under cameras and firmware) are not compatible with ONVIF.

Note: 2N IP Axis doorbell cameras cannot be reached via cloud tunnels (Satellite VPN icon) at the
moment. All tunnels to these cameras must be established locally.

Follow these steps to configure the cameras:
e ONVIF must be enabled and ONVIF credentials made as Administrator (important).
e RTSP Server Enabled - Yes
e H.264 video encoding is set to 15 fps and HD1 (720) or HD2 (1080) resolution.



e MJPEG video encoding is set no higher than 6 fps and CIF resolution.
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RTSP Server Enabled

Streams Settings >

Streaming

H.264 Video Parameters >
ONVIF

E-Mail MPEG4 Video Parameters >
Automation

MJPEG Video Parameters >
HTTP API

User Sounds Authorized IP Addresses »

The camera will then populate the Available Cameras section of the dashboard.
e Click the green "plus” icon and fill out the camera’s username and password with the
information you created for the ONVIF profile.
Adjust the Resolution and Retention settings as needed.
Click Save. The camera will then be attached to the account.
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If the camera does not come online within a few moments, please reach out to our support team for
assistance.
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Geovision IP Cameras

Looking up the dynamic IP address and logging in: By default, when the device is connected to LAN

with a DHCP server, it is automatically assigned a dynamic IP address. Follow the steps below to look
up its IP address and log in the Web interface.

1. Download and install the GV-IP Device Utility from Geovision's website.
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Note:

* The PC installed with GV-IP Device Utility must be under the same LAN as the camera you wish to
configure.

» The Administrator username is "admin," and cannot be modified.

2. Within the GV-IP Device Utility, click the magnifying glass icon to search for the IP devices
connected in the same LAN. Click the Name or MAC Address column to sort.

B |p Device Liility

File Toel Version WUser Guide

A FRGS

General settings I

Mame Mac Address

IF Address = | Firmware Version NOTE

3. Find the camera with its Mac Address and click on its IP address.


https://www.geovision.com.tw/products.php?c1=3

4. First-time users will be requested to set up a password.
5. Type a new password and click OK.

6. Type your username and password on the login page and click Login.

The GV-IP Device Utility Window
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The controls in the window:
No. | Name Description
1 Search Searches for any GV devices under the same LAN.
2 Auto Set IP Address Automatically assigns unused IP addresses on the LAN to the device
3 Add Adds a GV device to the list.
4 Delete Deletes a device from the list.
5 Configure Specifies a network adaptor.
[ Check the Latest Firmware Lists all GV devices with newer firmware available.
Contains these feattures: Temperature Monitoring, GV-Software Camera Setting, Export/Import
7 Tool {on the menu bar) . . . "
optional functions, UPNnP function (enables and disables UPnP)
g P Add Click on the field to access the Camera Web Page which include: Live View & Camera Settings.
ress
Note: The features available vary among models of GV devices.

7. Click onCamera IP Address (item 8 in the graphic above) and log in with Admin and your password
on the screen below.
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8. Under Setup -> Common, click on the OSD (On Screen Display) button.
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9. Disable any OSD overlays, and save changes.
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10. Under Setup -> Video perform the following actions:

1) Change to H.264.
2) Enable Sub Stream.
3) Change to MJPEG.
4) Save changes.



Videsa
Capture Mode 2880 1620@30 w| 2
Main Stream 1 @nu Sub Stream o
Video Compression ( H.264 bl | Video Compression ( MIPEG Vn
Eesnlutien [28280=1620 ~| Resolution [640=360 |
Frame Rate(fys) (30 | Frame Rate(fps) 30 v
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11. Reboot camera, go to Eagle Eye VMS and add the camera to the Bridge/CMVR.




Hanwha Q Series Cameras

Hanwha Q series cameras work well with Eagle Eye Networks Cloud VMS, but must be set up correctly
to prevent constant motion recording. The steps below will walk you through the setup.

Step 1: Log in to the camera. You may do this locally before adding the camera to Eagle Eye Cloud
VMS or you may VPN into the camera after it is added to the VMS using the Eagle Eye Web User
Interface. Once you are logged into the camera, click the gear icon at the top to access the settings.

Step 2: Under Basic/Video profile, select H.264 and change the ATC Mode from Disabled to Enable -
Control Compression.
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Bitrate control
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Disable v
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Enable - Control compression|

Enable - Event(MD) % (10 ~ 50)
1920X 1080 (16:9) ~

12 v s
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VBR ~

QNV-8080R  admin  (3) Help

Step 3: Set Sensitivity from Very High to Normal. Press Apply.
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Resolution

Frame rate

Maximum bitrate
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Step 4: Repeat the process for the Mobile Profile.

These steps need to be completed for every camera. Once these are complete on the camera, no
additional steps need to be taken on the Eagle Eye Cloud VMS.


https://hanwhavision.eu/online-tools/

Hikvision Cameras

1. Loginto the Hikvision

Live View Configuration

HTTP Listening

camera.
2. Select ] System Authentication  IP Address Filter ~ Security Service
System>Security.
. . System Setti
3. Select Security Service. yeiem SETngs () Enable SSH
4. Deselect Enable Login Malntenance (] Enable Illegal Login Lack
Lock. | Security
5. Click Save. User Management
Save
@ Metwork
O; Video/Audio
Image
E Event
E Storage
g
Set up ONVIF:
1. Loginto the Hikvision
Camera Live View Conflguration & Download Plug-in
2‘ Select Network>AdVanCed E System SNMP FTP Email Platform Access HTTPS QoS 802.1x Integration Protocol Network Service
. © Network ® Enable Hikvision-CGI
Sett in g S. SEREEENE Hikvision-CGI Authenticat..
3. Select Integration Protocol. | . ® st o
oy WA ONVIF Version 18.12
4. Select Enable Hikvision-CGlI. o
5. From the Hikvision-CGlI o
Authentication drop-down
select Digest. (If
Digest&WS-UsernameToken
is available, use this instead.)
6. Select Enable ONVIF.
7. Add a User, with the same
login information as the
camera, at Administrator
level.

8. Click Save.



http://www.hikvision.com/
http://www.hikvision.com/

Disable on-screen display:
1. Loginto the Hikvision Camera.
2. Select Image>0SD Settings.
3. Deselect Display Date.
4. Click Save.

Live View Conflguration

FI system Display Settings ~ ‘OSD Settings. Privacy Mask
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Note: The OSD can cause motion events in the Eagle Eye system triggering recording, making this
step necessary to reduce bandwidth and unnecessary data retention.

Mainstream and sub-stream configuration:

Mainstream
VIdeO/AUdIO>VIdeO' B Ssystem Video Audio ROI Display Info. on Stream
2. From the Stream Type
. @ S Stream Type Main Stream(Normal) ~
drop-down select Main . _
St N | | G VideolAudio Video Type [Video&Audio V|
ream ( orma ) Image Resolution |1280"?20P v‘
3. Select the preferred B Even it ype [Nariabie v
Reso I Utlon . Storage Video Quality | Medium ~ ‘
4. SeleCt 1 2fpS fOI‘ the Frame Rate | 12 v‘fps
Frame Rate. Max. Bitrate [1000 | Kbps
5. Select H.264 for Video Video Encading [H264 v|
Encoding. H264 [oFF V]
6. Ensure H.264+ is OFF Frone :“" Profe "}
. | Frame Interval 48
7. Click Save.
sve | oFF |
Smoothing —_— [B0 i Clear<->Smooth |




Sub-Stream

1.
2.

Select Video/Audio>Video.
From the Stream Type
drop-down select
Sub-stream.

Select the preferred
Resolution.

Select 8fps for the Frame
Rate.

Select MJPEG for Video
Encoding.

Select Save.

Time settings:
Select System>System Settings.

1.

2.
3.
4

Select Time Settings.

VISION €

System
Network
Video/Audio
Image

Event

B o EFSO O

Storage

Live View Configuration

Video Audio ROI

Stream Type
Video Type
Resolution
Bitrate Type
Video Quality
Frame Rate
Max. Bitrate
Video Encoding

| Frame Interval

B Save

Display Info. on Stream

Sub-stream v
[ Video Stream ~|
[320°240 ~|

[ variable v|
[Low g

(8 ~| fps
50 | Kbps
[MJPEG v|

50 |

Ensure the Time Zone is correct.

Click Save.

A1 Live View Playback Picture

Configuration
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System Settings NTP
Maintenance () NTP
Security Server Address
User Management NTF Port
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If there are any issues selecting the time zone, attempt to sync with computer time.




iPro Cameras

Connect your laptop to the switch with the cameras after downloading the i-Pro Configuration Tool

from iPro’s website.

This should be the switch connected to the CamLAN port on your Eagle Eye Bridge/CMVR.
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Navigating the Configuration Tool:
After launching the application, select Change IP address and Administrator Registration, then click

Next.



https://i-pro.com/products_and_solutions/en/surveillance/products/network-camera
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2. Enter camera webpage; default username/password are admin/123456

tion Results

The following devices have newly been detected
When [Start] button is clicked, the device information and settings will be downloaded ‘GearchAlll = T
from the detected devices.

Input Usemame and Password to access the devices.

admin

IP address Model Camera titie MAC Addiress Serial No. Version HTTR(S) Camera
Password
102168021 &SI wwsnin w0 ey
AEERTETELRY § 1131 W51 423
0z & " = - —
= T = Recorder  —

Input username and password to access the cameras

[ Show the entered characters for Password as it k.
[ Usze this settings next time

3. Go to Detailed Setting.

Network Camera

#PRO ywhyuzg30La  WY-U2130LA H.264, 1280720, 12 fps (&

Stream Image quality Zoom Alarm Detailed setting

Basic osD
Camera title Camera title on screen display  Camera title on screen Camera title position
WY-U21300A U off Upper left b
lImage rotation Character size
0 “{Off) v 100%

4. Under Basic -> Make sure Date and time is off, and OSD is off.



5. Verify H.264 is enabled for the first stream, and that the second stream is MJPEG.
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Mobotix/MOVE Cameras

To ensure your Mobotix camera integrates with the Eagle Eye Cloud VMS properly, the following
configuration specifications need to be met.

After logging in to the camera, navigate to the Admin Menu in the top-left corner.
Go to the Network Setup section to configure the IP and HTTP settings.

Test Current Network Configuration

Ethernet Interface (for experts)

Web Server (for experts)

SNMP Configuration (for experts)

Routing (for experts)

Dynamic DNS Client (for experts)

General Network Client Settings (for experts)
OpenVPN Client Settings

Network Setup

Ethernet Interface: Change to a static IP, or set dynamically as needed.
Web Server: Disable HTTPS for ease of integration.

Go to the Camera Administration section.

Camera Administration Quick Installation

Time & Date

LED Setup

Time Tables for arming and services

Time Tasks for image transfer and other jobs

Integration Protocols for video streaming (RTP server configuration)
Smart Data Configuration

Select Integration Protocols to configure this protocol.

~ Global Settings

Muiticast Iterface [Allinterfaces ]

RTSP Port [554

RTSP-overHTTP Tumel ()

RSP

~ Aspect Rati

AspectRalo [Fee v] Selectanaspectratiofor the RTP video sirsams. The oplon " foces the RTP server 0 Usa the aspec raio ofthe video,siream s configured in Generalimage Settings.

~ ONVIF Settings

ONVIF Prafies st

AddUser]

Sat | Factory ][ Rostoro ] Closo |

e Ensure the active Protocol is ONVIF.
e Check Discoverable, under ONVIF Settings.
e Add a user with Admin access.
o Itis best to match the camera login and ONVIF login for best integration.



e Click Set to confirm the configuration.

Note: The aspect ratio can be set to Free. However, special features (PTZ, Fisheye, Thermal, etc.) only
work with a fixed aspect ratio. If you don’t see the Fisheye / PTZ tab in the camera settings on the
Dashboard, set an aspect ratio here.

Ensure the camera’s firmware is up-to-date as per the Mobotix website. You can check the current
firmware version via the System Information menu under Hardware and Release Information.

Hardware and Release Information
» Camera Status

= Temperatures

= System Messages

» Error Nofification

» Download Support Information

System Information

MOVE Cameras

MOVE cameras are not Mobotix in the classic sense as they are made by a different manufacturer.
This makes them much simpler; you'll find that they are very similar to most other IP cameras you
work with.

Click on the Streaming tab at the top.


https://www.mobotix.com/en/software-downloads

MOBOTIX Home System Streaming Camera Logout @ cngish &

Video Configuration

stream 1

Encoding —

Encode Type H.264 = Profile Main profile s
Resolution 2592 x 1944 : Framerate L 12

Rate Control CBR

L1

Bitrate ———— | 5000
GOV Length  — 48

stream 2

Encoding Yes z

Encode Type MJPEG = Q Factor L 28
Resolution 1280 %720 s Framerate L 8
stream 3

Encoding Yes s

QFactr e—— e | G

Encode Type MJPEG

L

q

Resolution 1920 x 1080

Framerate P 25

Stream 1: Encode Type H.264, Framerate 12fps
Stream 2 or 3: Encode Type MJPEG

Note: Some MOVE cameras do not allow the second stream to be set to MJPEG. In that case, instead
change stream 3 to MJPEG.
There are no special ONVIF settings that need to be changed.



Pelco Cameras

Download the Pelco Camera Configuration Tool from Pelco’s website, and connect your laptop to the
switch with the cameras. This should be the switch connected to the CamLAN port on your Eagle Eye
Bridge/CMVR.

Eagle Eye Bridge

WAN  CamLAN

L1 L]

Router
Intarmat Sataork
[1 [O—
| L

Syl

Cameras to be
configured

After you log in to all the cameras, the application window presents you with a list of all the
cameras that were automatically detected in the system.

1 Camenm Configuestion ool - 2.0.1.3 - o x

General  Metwork  Multicast  TLS  image Settings  AdminUsers  Anshfics Al Settings  Connection Credentials  Fimmwans Update o 0 =

L LA XL L

° MOTOROLA SOLUTIONS

1. Menu bar — the camera settings tabs are displayed on the left, and the additional task menu is
available on the right.

2. Camera list — the list of discovered cameras and their related settings.

3. Implementation area —this displays the total number of discovered cameras, and the number of
cameras with pending setting changes. Changes are not implemented until you click Apply.


https://www.pelco.com/products/cameras

1. On the network tab, enable DHCP.

TLS Image Settings Admin Users Analytics  All Settings Connection Credentials  Firmware Update

— L ———
Q m Name Q |Head2  Enable DHCP Q | 1P Address Q |

WebUl [N 4@ 80-HAA-BOT-R acc/Front - 8.0-H4A-BO1-IR 10.143.130.169
webUl [ 0@ 20-H3-DO1 acc/Back ALLY - 2.0-H3-DO1 1014312743
Web U V@ 50H3E2 ace/Front Door - 5.0-H3-82 10.143216.168

2. In Image Settings, choose H.264 Encoding.

@ Camera Configuration

General  Network  Multicast  TLS|

Admin Users  Analytics  All Seftings  Connection Credentials  Firmware Update

Encoding [+}

Flicker Control Q

Enable WDR Q |

WebUl [SY o6 B80-HAA-BOT-R ace/Front - 80-HAA-BOT-R 1 60Hz ~
Web UI BE&E «4 20H3DO1 acc/Back ALLY - 2.0-H2-DA1 1 60Hz -
Web Ul vOf  5.0-H3-B2 acc/Front Door - 5.0-H3-B2 1 60Hz v

Sign in

General Network Multicast T hitpy//167.94,39.31:58390

--nm S

ﬂ d’a 8.0-H4A Username
WebUl [ v6@ 20-H3I
il 5.0-H3-E

Password

m Cancel

4. Under Setup -> General, make sure the text overlay is disabled — OSD.

Ganaral Settings Esckgroans Cdar:
Device Name: P Camera-PS15-ER-T2ISE045T

T Colar
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5. Under Video-> verify that the first stream is set to H.264, and the second stream is set to MJPEG,
with IPv6 disabled.

Custom Video Stream Configuration

Select Prasat
Fressts are Fullyconfigured videw configurations thal oifer o good Selaics of video serfarmance Lo bandwidth, These presels mey alse be used os @ starting paint for @ custam
LOl\ﬁ;ufEﬂnf‘.

= High
= medium
2 Low

@ Custom

Primary Stream

HIEL, 30, 102457 16:0], CVER 5000 kbitjres, High Clear
( Compreosicn Standard: Haga _T|) 005 (DSCP) Codenairt: 54
Frsolution: 1ozaxsraf1e:s] [v] Endura Sgning B
Fata Certral: cven|x] Profile: Hah [x]
Imege Rate: s |+
V00 [tk EL]
1
Maximum Eit Rate (kait'sec) =iy
=
sSecondary Stream
MIPEG, 30, 2024x575[16:3], Nid Clear
(Evmvf!o;icn Srandand: MIFEG =] )
Fezalition: 10 2x576[16:9][7]
Qualitn Hd [=]
Image Rate: a [=]

Save | Heset

6. Reboot camera, navigate to Eagle Eye VMS, and add the camera to the Bridge/CMVR.
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Ubiquiti Cameras

Download the UniFi Video Software from Ubiquiti's website, and connect your laptop to the switch
with the cameras. This should be the switch connected to the CamLAN port on your Eagle Eye
Bridge/CMVR.

Eagle Eye Bridge

WAN  CamLAN

_J_IJ'

Router Switch
Intarnat Maotaork LUiplink 1 2 2 4
— o D
L1 O I
| [ 11
TN
Intarniot '!

Cameras to be
configured

The UniFi Video auto-management feature should automatically detect and install your new
camera(s).

E_..
UrtiFi

, m LNmaNaGEn

MAME HOST MAC ADDRESS LAST RECORDING LINK STATE

Micro Reb 1002 183 44:T9: ET:04:05: 23 nlz Diseannected

we-mire-andnoid 2490 44T TT:05 5608 : 4D nfe Discannecied
< UVCG3IBullet 2.14% D4:18: DE<AD 05152 nie Discannected
- ouvez 165 D4:18: D€Ab 01126 nie Diseannected
Mew Suite SouthEast 214 D4 18: D623 A 52 5] 1300 Mps [ -+ e rieo |
UYC G35imDome 15 D4 18: DE:AL:00: 00 ] Cormected [+ uvereeo |

po— . wsseaasss 6 1000 vt

Aaron | Ofice 1 D8:18:D6:23:T0: 02 2 (] 1000 Mbps

Hall Closet L2 1 24:R41 30330212 106 Disoannecied

Lab 2484 1013026 EC [ 1000 Mbps

1. Remove the Ubiquiti camera from the NVR. It will
automatically perform a factory reset.

2. Access the camera via web browser using the camera's
IP Address.

3. The camera’s login screen will appear. Enter your
Username and Password (ubnt for both if this is the initial
login to the camera). Then click Login.

Login



https://ui.com/introduction

4. Change the mode to Standalone, and disable all OSD (On Screen Display) items.

CONFIGUR NETWORK SYSTEM
Name
New Suite SouthEast J
Mode
Unifi Video
UniFi Video Server
10.0.2112 Camera Modek: UVC Dome
ecte Mode: UniFi Video
| . Connected To: 1002112
Display Timestamp
. Uptir &d 1h 27
Display Logo plime m
Enable Microphone
Microphone Volume
@
5. On the network tab, enable DHCP.
COMFIGURE NETWORK SYSTEM
Config Carera IP Address: 10.0.2.141
Stat MAC Addrese: 04:10:DE:23ACSE
DHCP Fallback IP Address Metmask: 255.255.235.0
Gateway: 10.0.2.1
Primary DINS: 10.0.2.1
DHCP Fallback Metmask RX: 2844196 Kb
T*: 3853 Mb




6. Reboot camera, navigate to Eagle Eye VMS, and add the camera to the Bridge/CMVR.

0P i e Mo Mo Mo | Mo Mo B B S S S0 Bena | @me | er | %o | Pca |25 e man
- C f& & nitpsy/login.eaglesyenstworks com//dash Boo o =
&‘ EAGLE EYE & MarkCotton ~ m1 & «  DGS745PM
- el i
& Dashboard
2= Layouts
Nare Tags Bridge Aetions
Front Doar Inside coron3] o o & =
@ Mep
¢ Available Cameras —_—
& APl Keys
Name Bridge Actions
Hame Serial Number # of Cameras Actions
RTSP EEN-BRAJO-0B4G 0 C
coton3on EEN-BR30T-08412 1 sl = @
© Add Bridge

7. Ubiquiti will work only via RTSP stream. See Adding RTSP camera at EEN.com/support. Add the
new camera in the Eagle Eye VMS and set the RTSP stream in EE to be rtsp://X.X.X.X/s2.

8. Username/password will be ubnt/ubnt or ui/ui.

Add RTSP Camera

Connect to Bridge
RTSP

ar

Camera Mame
ATSF Examplz
Login (optional)
Username Password
RTSP
192 168.11.30
fanllive1471./Uw! [ fanllives1/2/U0x

Examples: Examples:
“snlflive/1/1/U, "live.sdp”, "h264" “anl/live/1/2/Uk/", “lived.zdp”, "jpeq”

=




Vivotek Cameras

1. Verlfy that the IPC is approved and compatlble W|th the Eagle Eye Networks Cloud VMS.

a. Verlfy that the version of the IPC is compatible with the Eagle Eye Networks VMS. We recommend
updating the IPC before installing it in the Eagle Eye system.

b. In the later steps below, we will need to create a User password. This is a critical step in activating
the ONVIF or third-party protocol to work with our Eagle Eye VMS system.

WIVOTER a0 nem ofsxdugh cilandigh
MIVDTER s 17 180 Hortomial Paramaiic Wew Ioterred MIC sl cilandhigh} 009

VIVOTRE o Wi gt f sttt MIPES icptial TV Vil M s haghoene alalligh 080830

VOB oo MOpresesciilgae hwmeMC arsw ahish DRI

2. Prepare your IPC and power the unit with a PoE switch. Below is an example of the Network and
system architecture using an Eagle Eye Bridge.
Note: A Vivotek camera will be the example third-party IPC we will install on the Eagle Eye VMS.

STEP 1: Log in to the Eagle Eye Cloud VMS webpage.

w | B2 Fagle fye Metworks /Signin X+

« c 233 cl27.eagleeyenetworks.com/login html

§x EAGLE EYE

7 NETWORKS

Emal Address  panginaniicomoest et

[T —



https://www.een.com/support/camera-compatibility-digital-ip/

STEP 2: Click on the Dashboard option on the left-hand side of the on-screen display.

STEP 3: If you have not done so, plug the IPC into your network switch. The IPC must be part of the
CamLAN network on your Eagle Eye Bridge/CMVR.

Eagle Eye Bridge

WaN  CamLAM

Router
Intemeat Metwork

(1 [

Switch

H L0
(- 3 -

STEP 4: Verify that the Vivotek IPC is displaying in the Available Cameras section. You may need
to wait 5-10 minutes or refresh the webpage for the camera to show up in the Available Cameras
section.

Note: To activate the ONVIF or third-party protocol, you will need to follow a camera- or
manufacturer-specific procedure to properly work with the Eagle Eye VMS. For instance, for Vivotek IP
cameras, the default username is “root,” and you will need to set a User Password.

STEP 5: To properly set up the IPC, click on “Open to VPN to Camera” action button. When a pop-up
window appears to launch the camera connection, select “Click here to open.”



Launch Camera Connection § VIVOTEK|IT9260-H|0100

We have created a tunnel that will open in 2 new window. If this does not appear, please check if your
browser is blocking popups, of click here to open

[ Cancal f Cose

STEP 6: Enter a new User password, confirm the password, and click on Next. Click on Accept and
Save for the Security Agreement.

[ ST

N wreorm

STEP 7: You will need to sign in again to verify the Username and Password. Verify that a LIVE view of
the IP camera is displayed. Once you are confirmed that the view is live, you can click Close or exit the
webpage and go back to your Eagle Eye Cloud VMS.

@ (192601 - Gazgls Chrome o

A ot 67 94 22971 5734 TS hire

¥ viverx IT9360-H

e ) QSIS ==oee-~




STEP 8: From the Eagle Eye Cloud VMS, you can click on the
action button to add a camera to the account.

o (S TR RR 050 - 0 kLSl . I CNHLD il

STEP 9: Once you click on the action button, a setup S im v
configuration dialog will appear. Input the Username/Password o

pair that you just created. Also, if necessary, change the Camera
name, Cloud retention, scene, and Tag.

Ly e v paT

STEP 10: Verify that the status has a green check mark; it may take several (5-15) minutes to verify
initiation from the Eagle Eye Networks cloud management services. You can click to refresh or reload
the webpage if necessary.

Note: Below are a few examples of how status information is displayed:

Example of Online Camera

Bdgn/ Wimon ECENN & i - ]
- — np e e
b=} =] i v ==
] i Doofgm
=] e o B o=
] ol ]
e

e Wait for 5-15 Minutes to initiate through our cloud services
e Verify that the IPC is online and is connected to the CAMLan Network
e Verify that you have the right login and password

STEP 11: Now, please verify . Boioe:
that you have a live view on : —
your Eagle Eye Cloud VMS web
page by clicking on Tags, and
verify all camera views are
online.




